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E-Safety Policy - Remote Learning for Future  

Lockdowns. 

  

This document has been written as an appendix to the existing safeguarding and E-

safety policies based on the most recent government guidelines available on 

31/08/2020 for Remote Learning and E-Safety during school closures or local 

lockdowns. The reviewing of this policy will be on-going as and when the 

government guidelines change. 

  

At Our Lady Star of the Sea Primary Catholic Primary School, we recognise that we 

are currently experiencing unprecedented times in the continued response to the 

Covid-19 crisis.  

As a school we recognise that during these times children’s schooling may need to 

return to remote learning during local lockdowns or periods of self-isolation for 

‘bubbles’. We also note that this means during these times, children may be 

spending a lot more time online to access remote learning. We therefore recognise 

that now, more than ever, it is extremely important that we ensure a safe online 

learning environment and that our staff, children and their parents/carers are aware 

of current guidelines and available support for E-Safety concerns. 

 

Remote Learning Precautions: 

Safeguarding Leads will:  

• Ensure all websites given to children are secure and follow school monitoring 

programs 

• Ensure all staff are monitoring children’s use of games/websites/remote 

learning sites provided 

• Monitor and act upon any online safety concerns reported by staff 

• Ensure all apps/websites/logins are GDPR compliant and age appropriate 

• Offer advice to parents if contacted regarding online safety via 

p3501.admin@durhamlearning.net   

• Referrals to social care and or police if needed regarding an E-Safety 

concern. 
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Teachers will: 

• Ensure all websites given to children are secure and follow school monitoring 

programs 

• Continue to follow schools E-Safety guidelines and procedures and monitor 

children’s usage 

• Continue to follow safeguarding policies in reference to concerns about a child 

and report these appropriately to a safeguarding lead. 

• Continue to look for signs that a child may be at risk online during remote 

learning. 

• During any contact with parents/carers reinforce and model guidelines on 

keeping children safe online and appropriate internet usage. 

• Continue to educate children on appropriate and safe internet use, modelling 

good practise of online communication peer to peer and teacher to pupils. 

 

  

E-Safety Policy - Remote Learning for Future Lockdowns. 

Apps/Websites for Remote Learning 

 

As a school we have asked the children and their families to use the following 

website for interactive remote learning using their log in details provided.  

➢ Office 365-Teams 

➢ Lexia  

➢ Times Tables RockStars 

➢ Numbots 

➢ Fiction Express 

➢ Spag.com 

➢ EdShed 

We have also given a further list of recommended websites in home learning packs 

for example BBC bitesize, Phonics Play and many more which do not require the 

children to have personal login details during these times. 

 

Prior to assigning these websites and tasks all staff have ensured they are: 

➢ GDPR compliant  

➢ Age appropriate and accessible 

➢ Fit within school monitoring systems e.g Smoothwall 

➢ At Our Lady Star of the Sea Primary we are using Office 365 and Teams as a 

means of communicating with parents/carers and children.  



 

 

Leaders have: 

✓ Ensured Office 365 and Teams is GDPR Compliant 

✓ Set up using a strong password  

✓ Ensured this is a link to parents, and children should not access this on any 

personal account or login. 

 

When using Office 365 and Teams staff will: 

 Only access Office 365 and Teams for communication on a school device 

(laptop or iPad).  

 Follow school’s acceptable usage policy when using Office 365/Teams. 

 Continue to follow schools E-Safety guidelines and procedures and monitor 

children’s usage 

 Continue to follow safeguarding policy procedures in reference to concerns 

about a child and report these appropriately to a safeguarding lead. 

 

As a school we have set up Office 365 –Teams for all children to allow virtual 

teaching where appropriate and remote learning. 

Office 365 Teams will be used for: 

➢ Virtual whole class lessons/small group meetings. 

➢ Use teaching tools to support learning such as assignments, interactive, 

messages, announcements and whiteboards etc. 

 

Leaders have: 

• Ensured Office 365 Microsoft Teams is GDPR Compliant 

• Set up Microsoft Teams using a strong password  

• Gained parental consent for each child using Microsoft Teams 

• Authorised this policy and its expectations. 

• Ensured this is a link to parents, and children should not access this on any 

personal account or login. 

 

 

 

 

 

 

 

 



 

When using Office 365 Teams staff will: 

➢ Only access Microsoft Teams for communication on a school device (laptop 

or iPad).  

➢ Follow school’s acceptable usage policy when using Microsoft Teams 

➢ Microsoft Teams live lessons must only take place during school contact 

hours (8.30-4pm). 

➢ Continue to follow schools E-Safety guidelines and procedures and monitor 

children’s usage 

➢ Continue to follow safeguarding policy procedures in reference to concerns 

about a child and report these appropriately to a safeguarding lead. 

➢ Monitor children’s usage and ensure children only access Microsoft Teams 

services such as messaging and video calls when requested to do so for 

educational purposes. 

➢ Ensure children’s parents/carers are aware in advance and at the present 

time that a live virtual lesson or meeting is taking place to ensure appropriate 

use. 

➢ Avoid 1-1 meetings to safeguard children and teachers (if needed consult 

EHT first for approval). 

➢ Ensure live lessons are taught and accessed from a natural place/background 

in the home—no bedrooms for children or staff. 

➢ Ensure live lessons or video calls are secure and not open to public. 

 

At Our Lady Star of the Sea Primary when a child is using Microsoft Teams we 

expect parents to: 

➢ Educate children on appropriate use of the site. 

➢ Monitor children’s use ensuring it fits with this policy and acceptable internet 

use. 

➢ Ensure children are not accessing services on Teams such as messages or 

live video calls or lessons by themselves. 

➢ Support children in effective and appropriate use of this site for education 

purposes. 

 

 

 

 

 

 

 

 



 

E-Safety Policy. 

Reporting and Advice. 

  

At Our Lady Star of the Sea Primary Catholic Primary School we advise the following 

websites, based on Government guidelines (31/08/2020) for reporting concerns and 

advice. The following will be shared with parents/carers. 

  

Reporting routes for children during school closures (age appropriate): 

➢ CEOP-https://www.ceop.police.uk/safety-centre/  

➢ Child Line 

https://www.childline.org.uk/?utm_source=google&utm_medium=cpc&utm_campaign=UK_G

O_S_B_BND_Grant_Childline_Information&utm_term=role_of_childline&gclsrc=aw.ds&&gclid

=EAIaIQobChMIlfLRh-ez6AIVRrDtCh1N9QR2EAAYASAAEgLc-vD_BwE&gclsrc=aw.ds  

➢ UK Safer Internet Centre https://reportharmfulcontent.com/   

  

Reporting routes and advice for parents/carers: 

➢ CEOP-https://www.ceop.police.uk/safety-centre/  

➢ Internet Matters 

https://www.internetmatters.org/?gclid=EAIaIQobChMIktuA5LWK2wIVRYXVCh2afg2aEAAYA

SAAEgIJ5vD_BwE  

➢ London Grid for Learning https://www.lgfl.net/online-safety/default.aspx  

➢ Net Aware https://www.net-aware.org.uk/  

➢ Think-u-know https://www.thinkuknow.co.uk/  

➢ Parent info https://parentinfo.org/  

➢ UK Safer Internet Centre https://www.saferinternet.org.uk/advice-centre/parents-and-

carers  

➢ NSPCC Parent Advice: https://www.nspcc.org.uk/keeping-children-safe/online-safety/   

 

Alternatively, you can contact the school or your child’s class teacher directly, with 

any concerns regarding online safety and reporting an issue. 
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E-Safety Policy. 

Acceptable Use Teachers 

Office 365 & Teams: 

Please make sure you have read and understood the information and guidance in 

this policy, as well as the poster below from National Online Safety. 

Staff must not record live lessons at any time. National Online Safety Guide; 

https://nationalonlinesafety.com/guides/10-top-tips-remote-learning-for-teachers  

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

E-Safety Policy. 

https://nationalonlinesafety.com/guides/10-top-tips-remote-learning-for-teachers


 

National Online Safety: Teams Tips 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Parent Letter. 

 



 

Dear Parents/Carers, 

 

As a school we recognise the importance of continued education and support for 

children during the current lock down. Therefore, as a school, and in line with 

Department for Education guidance, we have set up Office 365 for all students. This 

will allow access to Microsoft Teams. As a school, we are keen to have all children 

taking part in the live lessons on Teams. Teams is now also being used for sharing 

Word, feedback and announcements. We have also set up Teams to allow direct 

messages to the teacher. This is to support the communication with parents whilst 

the children are learning at home. However, we must highlight that this part of 

Teams is only for parents, children must not use the messaging service to 

communicate with the teacher or anyone else. 

 

Your child will be given their own username and password. Please ensure your child 

uses this site safely and in line with the school policy attached to this letter. Please 

take some time to read the information about the new set up, and your child’s safety 

and learning on it, and our expectations of acceptable use as a school detailed in 

this policy. If you have any questions, please ask your child’s class teacher. Make 

sure you keep the email address and password safe as this will be needed to access 

the site each time. 

 

We also recognise that this means during these times, children may be spending a 

lot more time online to access remote learning. We therefore recognise that now, 

more than ever, it is extremely important that we ensure a safe online learning 

environment and that our staff, children and their parents/carers are aware of current 

guidelines and available support for E-Safety concerns. General E-safety tips can be 

found on our school website and we encourage you to monitor your child’s screen 

time and usage and to share any concerns with their class teacher. 

  

We really appreciate the support provided from yourselves and the children during 

the previous remote learning period and we hope you will continue to work with us to 

keep all of our children learning during these times. 

  

Thank you 

  

 

 

 



 

E-Safety Policy. 

Acceptable Use Children/Parents 

Parents 

➢ Make sure you supervise your child at all times whilst they are working 

remotely, on a live lesson or accessing online resources.  

➢ When on a live lesson, make sure children are in a communal room in your 

house, appropriately dressed. 

➢ Children must not access Teams without the teacher present, this means they 

must not use it as a chat-based site between friends. They should only attend 

Teams when a meeting has been scheduled by the teacher. 

➢ Monitor children’s screen time and usage and report any concerns to your 

child’s teacher. 

➢ Live lessons should not be recorded at any time.  

  

Children. 

➢ Treat remote learning as you would classroom learning, make sure you take 

regular breaks, particularly from your screen. 

➢ Make sure you are looking smart and focused for a lesson, and make sure 

your grown-ups are helping you to access Teams. 

➢ Only access and work on websites/games/online tasks that your teacher has 

asked you to do. 

➢ Do not share any passwords or personal information online. 

➢ If you are worried about something online, tell your grown-ups! 

 

Remember Teams is for learning, not talking to friends! 

You MUST NOT access the ‘messaging’ service on Teams. 

Children should only access Teams for a live lesson when the teacher is present or 

to retrieve an assignment.   

 

 

 

 

 

 

 



 

National Online Safety Guide;  

https://nationalonlinesafety.com/guides/10-top-tips-remote-learning-for-children  

https://nationalonlinesafety.com/guides/10-top-tips-remote-learning-for-parents  
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E-Safety Policy. 

Reporting and Advice. 



 

  

At Our Lady Star of the Sea Primary Catholic Primary School we advise the following 

websites, based on Government guidelines (31/08/2020) for reporting concerns and 

advice. The following will be shared with parents/carers. 

  

Reporting routes for children during school closures (age appropriate): 

➢ CEOP-https://www.ceop.police.uk/safety-centre/  

➢ Child Line 

https://www.childline.org.uk/?utm_source=google&utm_medium=cpc&utm_campaign=UK_G

O_S_B_BND_Grant_Childline_Information&utm_term=role_of_childline&gclsrc=aw.ds&&gclid

=EAIaIQobChMIlfLRh-ez6AIVRrDtCh1N9QR2EAAYASAAEgLc-vD_BwE&gclsrc=aw.ds  

➢ UK Safer Internet Centre https://reportharmfulcontent.com/   

  

Reporting routes and advice for parents/carers: 

➢ CEOP-https://www.ceop.police.uk/safety-centre/  

➢ Internet Matters 

https://www.internetmatters.org/?gclid=EAIaIQobChMIktuA5LWK2wIVRYXVCh2afg2aEAAYA

SAAEgIJ5vD_BwE  

➢ London Grid for Learning https://www.lgfl.net/online-safety/default.aspx  

➢ Net Aware https://www.net-aware.org.uk/  

➢ Think-u-know https://www.thinkuknow.co.uk/  

➢ Parent info https://parentinfo.org/  

➢ UK Safer Internet Centre https://www.saferinternet.org.uk/advice-centre/parents-and-

carers  

➢ NSPCC Parent Advice: https://www.nspcc.org.uk/keeping-children-safe/online-safety/   

  

Alternatively, you can contact the school or you child’s class teacher directly, with 

any concerns regarding online safety and reporting an issue. 
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